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| Pursuant to Art. 13 (1-2) of Regulation (EU) 2016/679 of the European Parliament and of the Council of 27 April 2016 on the protection of natural persons  with regard to the processing of personal data and on the free movement of such data, and repealing Directive 95/46/EC (General Data  Protection Regulation) (Official Journal L 119, p. 1) — hereinafter referred to as GDPR — we would like to inform you that: | |
| IDENTITY OF THE DATA CONTROLLER | The Controller of your personal data is the Public Transport Authority of Lublin (Zarząd Transportu Miejskiego w Lublinie) (hereinafter referred to as: "ZTM of Lublin") Nałęczowska 14, 20-701 Lublin, phone 81 466-29-00, e-mail: ztm@ztm.lublin.eu |
| CONTACT DETAILS OF THE DATA PROTECTION OFFICER | We have appointed the Data Protection Officer whom you may contact in matters related to the protection of your personal data at [odo@ztm.lublin.eu](mailto:odo@ztm.lublin.eu) or in writing to the data controller's address. |
| PURPOSES OF PROCESSING  AND LEGAL GROUNDS | Your data will be processed by ZTM of Lublin in order to fulfil the obligations in the field of protection of persons and property resulting from the provisions of the Act of 8 March 1990 on municipal self-government - in relation to Art. 6 (1)(c) of the GDPR, as well as for the purpose of possible investigation or defence against claims – due to the legitimate interest of the data controller (in relation to Art. 6 (1)(f) of the GDPR). |
| AREA COVERED BY VIDEO SURVEILLANCE | Monitoring covers the Lublin Bus Station area  at ul. Dworcowa 2 (hereinafter referred to as the bus station), including: the interior of the bus station building and the area around the building, the vehicle manoeuvre area with check-in bays, entrances and exits from the bus station, the observation deck on the roof of the bus station building, as well as the P&R car park under the bus station building. Only visual data (without sound) is subject to recording and storage on a medium. |
| DATA RECIPIENTS | Your personal data may be transferred only to entities authorised to obtain personal data on the basis of legal provisions and entities having data processing agreements concluded  with the Data Controller. Each securing of events recorded by video monitoring takes place upon a written request submitted to the Data Controller. Secured data from video monitoring shall be made available only to authorities conducting proceedings related to an event recorded, e.g. the police, prosecutor's office and courts, which operate on the basis of separate regulations. |
| DATA RETENTION PERIOD | Your personal data will be stored for a period of up to 30 days from the moment of recording the image by the video monitoring system (the storage time depends on the number of events, after the disc space expires, the data is automatically overwritten), and in the case where the video recordings may constitute evidence in proceedings conducted on the basis of legal provisions, the data will be processed until the final conclusion of the proceedings. |
| TRANSFER OF DATA TO THIRD COUNTRIES | Your data will not go beyond the European Economic Area (including the European Union, Norway, Liechtenstein, United Kingdom and Iceland). |
| PROCEDURES FOR AUTOMATED DECISION-MAKING | Your data may be processed in an automated manner, but it will not be profiled. |
| DATA SUBJECTS RIGHTS | Pursuant to the GDPR, you have the right to request from the data controller:  - that the data processing be limited,  - access to your personal data,  - that your personal data be deleted,  - you can object to data processing,  if such a right proves to be justified. |
| THE RIGHT TO LODGE A COMPLAINT TO A SUPERVISORY AUTHORITY | You have the right to lodge a complaint to a supervisory authority if, in your opinion, the processing of your personal data violates the provisions of the GDPR. The supervisory authority in Poland is the President of the Personal Data Protection Office. |
| INFORMATION ON VOLUNTARY SUBMISSION OR OBLIGATION TO PROVIDE DATA | Providing personal data in the form of an image is voluntary, but necessary to enter the area covered by the monitoring. Failure to willingly provide data shall results in having no access to the bus station area. |